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CPI Satcom Statement on the Heartbleed Bug

The OpenSSL Heartbleed Bug is a critical security vulnerability that affected many Internet sites around the
world. The following is CPl Satcom’s statement regarding its products and the Heartbleed Bug. More
information on the bug can be found at www.heartbleed.com.

CPI Satcom’s products do not use OpenSSL; we use a different underlying technology in our products.
Therefore, our products were not exposed to this vulnerability. Furthermore, only one of CPI's Internet-
facing systems was found to be vulnerable (transfer.cpii.com). It has been updated and is no longer
vulnerable. If you were exposed to the vulnerability by this system, you should have received an e-mail from
the system requiring you to change your password. If you did not receive an e-mail, you were not exposed.

In order to remain protected against Internet threats such as the Heartbleed bug, we recommend that
customers configure their local networks using networking-industry best practices. This will help ensure that

the user interfaces on CPI Satcom products are protected by customer firewalls.

If you have any questions or concerns, please contact us at +1 (650) 846-3803.
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